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Wymagania Tematyczne w 
obszarze cyberbezpieczeństwa 

Międzynarodowe Ramy Praktyk Zawodowych (International Professional Practices 
Framework®) obejmują Globalne Standardy Audytu Wewnętrznego (Global Internal Audit 
Standards™), Wymagania Tematyczne (Topical Requirements) oraz Globalne Wytyczne (Global 
Guidance). Wymagania tematyczne są obowiązkowe i muszą być stosowane w połączeniu ze 
Standardami, które stanowią wiarygodną podstawę dla wymaganych praktyk.1  

Wymagania Tematyczne przedstawiają jasno określone oczekiwania wobec audytorów 
wewnętrznych poprzez ustanowienie minimalnego zestawu wymagań dla audytu określonych 
obszarów ryzyka. Profil ryzyka organizacji może wymagać od audytorów wewnętrznych 
uwzględnienia dodatkowych aspektów audytowanego obszaru. 

Zgodność z Wymaganiami Tematycznymi prowadzi do zwiększenia spójności usług audytu 
wewnętrznego oraz do poprawy jakości i wiarygodności tych usług oraz wyników audytu 
wewnętrznego. Co więcej, Wymagania Tematyczne podnoszą rangę zawodu audytora 
wewnętrznego. 

Audytorzy wewnętrzni muszą stosować Wymagania Tematyczne zgodnie z Globalnymi 
Standardami Audytu Wewnętrznego. Zgodność z Wymaganiami Tematycznymi jest 
obowiązkowa dla usług zapewniających i jest zalecana dla usług doradczych. 

Wymagania Tematyczne mają zastosowanie, gdy zagadnienie dotyczące 
cyberbezpieczeństwa jest: 

A. ujęte w planie audytu wewnętrznego,
B. zidentyfikowane podczas zadania audytowego,
C. przedmiotem zadania, które nie zostało uwzględnione w pierwotnym planie audytu

wewnętrznego.

1 (Uwaga do tłumaczenia polskiego) Termin „kontrola” należy rozumieć zgodnie z definicją zawartą w słowniku 
GSAW, jako każde działanie podjęte przez kierownictwo, radę i inne strony w celu zarządzania 
ryzykiem i zwiększenia prawdopodobieństwa osiągnięcia ustalonych celów. W kontekście 
cyberbezpieczeństwa pojęcie to obejmuje również zabezpieczenia i środki zapobiegawcze/zaradcze (ang. 
safeguards, countermeasures) zgodnie z terminologią ISACA. 
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KONTROLE - Ewaluacja i ocena procesów kontroli  
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O Instytucie Audytorów Wewnętrznych 
Instytut Audytorów Wewnętrznych (The Institute of Internal Auditors - IIA) to międzynarodowe stowarzyszenie zawodowe, które zrzesza ponad 255 
000 członków na całym świecie i przyznało ponad 200 000 certyfikatów Certified Internal Auditor® (CIA®) na całym świecie. Założona w 1941 r. 
organizacja IIA jest uznawana na całym świecie za lidera w zakresie standardów, certyfikacji, edukacji, badań i wytycznych technicznych w 
dziedzinie audytu wewnętrznego. Więcej informacji można znaleźć na stronie www.theiia.org. 
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Serdecznie dziękujemy zespołowi tłumaczy za ich ciężką pracę oraz nieoceniony wkład, 
który pomógł poprawić jakość tłumaczenia.
Poniżej nazwiska osób, które sprawiły, że tłumaczenie tej publikacji było możliwe:
Marcin Dublaszewski, CIA, CGAP, CRMA, LA ISO 27001
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